IF YOU’RE SEARCHING FOR THE BEST PRACTICES OF INFORMATION SECURITY:

ISMS is the key! With ISMS, your information asset is protected from a wide range of threats to ensure business continuity, minimize business damage and maximize return on investments and business opportunities. ISMS helps to assure business continuity under almost all circumstances, such as fire, flooding, hacking, data loss, confidentiality breach and even terrorism.

IF YOUR ORGANIZATION HAS OBTAINED ISMS ISO/IEC 27001:2005 CERTIFICATION:

You should transition your system in time (by 25 September 2015) to satisfy the requirements of the new standard. There have been quite a few changes. For e.g., The new ISO/IEC 27001:2013 version contains only 113 rather than 133 controls. However, this does not mean that your effort can be reduced, as some requirements have gained in importance that has so far mattered only peripherally.

IF YOUR ORGANIZATION HAS OTHER ISO MANAGEMENT SYSTEMS CERTIFICATIONS:

Such as ISO 9001, ISO 14001, ISO 20000, ISO 22000 or ISO 22301, you may consider attaining ISO 27001 to demonstrate your company’s commitment towards information security management. The new ISO/IEC 27001 2013 version is compliant with Annex SL Directives, which makes it easier to integrate it with other management systems.

This series of ISMS training courses is produced by Hermes Infotech Inc., an IRCA (International Register of Certificated Auditors) certified Training Organization. Hermes Infotech has trained more than 1,000 students every year, delivering IRCA training courses in more than 25 countries. As a partner of TechKnowledge Services Group (an approved Training Organization by PROFESSIONAL CERT - Professional Certification Services Group), Hermes Infotech ensures highest standard of training course delivery.

All instructors trained by Philip Ku (Master Trainer at Hermes Infotech & Lead Tutor for IRCA Certified ISMS/ITSMS/BCMS Training Courses) are selected for their hands-on experience on training, consultation and auditing of subject matter. Our students generally have a 90% passing rate in the ISMS examination.
A number of 181 ISO/IEC 27001 certificates are distributed in Malaysia at the end of 2013.  
Source: The ISO Survey of Certifications 2013
ISMS (ISO/IEC 27001:2013) AUDITOR / LEAD AUDITOR TRAINING COURSE (A17533)

BENEFITS TO YOUR ORGANISATION

Effective auditing ensures the implemented security measures are properly managed in order to protect your organization and customers information.

COURSE CONTENTS

A combination of tutorials, syndicate exercises and role-plays, including the following topics:

- ISMS framework and requirements
- ISMS related standards and best practices
- Management of information security risks
- Selecting information security objectives and controls
- Legal and Technical Compliances
- ISO/IEC 27001 auditing techniques
- Managing and leading an ISO/IEC 27001 audit team
- Audit reporting and follow-up
- IRCA ISMS Auditor Qualification Examination

WHO SHOULD ATTEND?

- Those wishing to implement a formal Information Security Management System (ISMS) in accordance with ISO/IEC 27001
- Those who wish to learn about effective auditing practices
- Auditors who wish to expand their auditing skills
- Consultants who wish to provide advices on ISO/IEC 27001 systems certification
- Information security and management professionals

COURSE DURATION

- 5 Days (9am-5pm), 40 hrs

FURTHER INFO

- This is an International Register of Certificated Auditors (IRCA) Certified Course (A17533) and meets training requirements for those seeking registration as a lead auditor under this scheme.
- Evening session is available for participants to discuss with the trainer on their issues or case studies (optional)
- Refreshments, lunch, course notes & training certificate will be provided.
ISMS (ISO/IEC 27001:2013) IMPLEMENTATION TRAINING COURSE

BENEFITS TO YOUR ORGANISATION

- Recognize your competence
- Increase your credibility
- International recognition
- Increase earning potential
- Improve your CV/resume

COURSE CONTENTS

Successfully completed this training course, you will be able to:

- Understand the information security management framework according to ISO/IEC 27001:2013 and requirements
- Understand the process of risk management according to ISO 31000
- Understand the process to identify information security compliance requirements (applicable legal, legislation and contractual obligations)
- Understand the process to use ISMS management framework to support IS regulatory compliance
- Overview to the technical and legal compliance requirements
- Understand the process of use information security control to reduce the information security risks

WHO SHOULD ATTEND?

- IT/IS professionals
- Technical and Legal compliance
- Risk management
- Auditor

COURSE DURATION

- 5 Days (9am-5pm), 40 hrs

PREREQUISITES

- Computer skills and Internet
- Experiences of information technology or information security operation and management
- Experiences of ISO/IEC 27001 standard ISO/IEC 27002 & ISO/IEC 31000

FURTHER INFO

- Highly recommended as in-house package (together with on-site/off-site support)
- Refreshments, lunch, course notes & training certificate provided
ISMS
TRANSITION TRAINING COURSE (A17700)

COURSE CONTENTS

- Overview of Annex SL and high level structure for generic management system structure
- ISMS newly revised terms and definitions
- The importance of understanding the organization, its context and needs, as well as expectations of interested parties
- Leadership and commitment
- Planning an ISMS
- Supporting an ISMS
- Management system audit
  * Planning the audit
  * Conducting the audit
  * Auditing ISMS
  * Generating audit findings
- Revised information security requirements
  * Risk assessment, risk treatment process
  * Statement of Applicability (SoA)
  * Risk treatment plan
- Annex A (Controls)

WHO SHOULD ATTEND?

- It is recommended for ISMS registered Provisional Auditors, Auditors, Lead Auditors, Principal Auditors as an element of CPD evidence to maintain their qualification / certification.
- To benefits who have previously studied IRCA approval ISMS Auditor/Lead Auditor training course
- IT and/or management professionals who would like to keep their ISMS knowledge and skills up to date

Note: Completion of this course is essential to maintain IRCA ISMS Auditor certification and the evidence that your ISMS knowledge and skills remain concurrent.

COURSE DURATION
- 2 Days (9am-5pm), 16 hrs

FURTHER INFO

- This is an International Register of Certificated Auditors (IRCA) Certified Course (A17700)
- Refreshments, lunch, course notes & training certificate provided
Dr. Avis Yu is currently working as the Technical Director of TechKnowledge Services Group Inc., possessing the specialty in Network Protocol and Security, Information Security, Management System, and Cryptography.

With Dr. Avis’s extensive experience in the field of IT Security and also an IRCA Certified ISO/IEC 27001 ISMS Lead Auditor, he represents Philip Ku (Master Trainer) in delivering ISMS Training Courses within Asia Pacific region.

EDUCATION QUALIFICATIONS
✓ Ph.D in Engineering Science (NCKU)
✓ Master’s Degree in Computer Science (UMKC)
✓ Germany ITBPM Training
✓ TAF ISO/IEC 17025
✓ TAF Laboratory Manager Training
✓ FIPS 140-2 Training
✓ ISO/IEC 27001 LA
✓ ISO/IEC 20000-1 LA
✓ ISO 22301 LA
✓ EPCglobal Foundation Certificate in EPC
✓ Architecture Framework (RFID)
✓ Germany ISO/IEC 15408 Training
✓ CIW v5 Security Professional
✓ CIW Certified Instructor (CI)
✓ CIW Web Foundations Associate
✓ University Lecturer Certificate
TRAINER’S PROFILE

DR. AVIS YU

IT SECURITY EVALUATION

✓ Common Criteria for IT Security Evaluation Laboratory and scheme establishment project
  * Leader of the security laboratory team
  * Quality Manu establishment
  * Project management
  * Certified by TAF
  * Certified evaluator

✓ Cryptographic Lab training project
  * Leader of the laboratory team
  * Project management
  * Certified validator

✓ Smart card chip evaluation (EAL 4+)

✓ Banker Association of the republic of China (BAROC) smart card protection profile evaluation (EAL 4+)

✓ IT product security and testing according to National Security Criteria and/or Common Criteria (ISO/IEC 15408)
  * Anti-virus gateway
  * Application control device
  * Ethernet switch
  * IPS
  * Network-based firewall
  * Network-based junk mail filter
  * Router
  * Web application firewall

✓ Cerpass IT security evaluation laboratory establishment
  * Laboratory establishment
  * Quality Manu establishment
  * Project management
  * Certified by TAF
  * Successfully conduct the first IPS product evaluation
REGISTRATION FORM

ISMS (ISO/IEC 27001:2013) TRAINING COURSES
(INFORMATION SECURITY MANAGEMENT SYSTEM)

VENUE: IDC Training House, No. 7, Unit 8, Jalan Industri PBP 3, Taman Industri Pusat Bandar Puchong, 47100 Puchong, Selangor, Malaysia.

FEE (Please tick your preferred option)

ISMS (ISO/IEC 27001:2013) AUDITOR / LEAD AUDITOR TRAINING COURSE (A17533) - 5 DAYS *WITH IRCA EXAM & CERT

ISMS (ISO/IEC 27001:2013) IMPLEMENTATION FOUNDATION TRAINING COURSE - 5 DAYS *WITH INTERNAL EXAM & CERT

ISMS (ISO/IEC 27001:2005 TO ISO/IEC 27001:2013) TRANSITION TRAINING COURSE (A17700) - 2 DAYS *WITH IRCA CERT

PARTICIPANT DETAILS—1

Full Name (as per IC/Passport): ________________________________
Email: ________________________________
Job Title: ________________________________

PARTICIPANT DETAILS—2

Full Name (as per IC/Passport): ________________________________
Email: ________________________________
Job Title: ________________________________

AUTHORIZATION *Compulsory if sponsored by company

Signatory must be authorized to sign on behalf of the company
Name: ________________________________
Job Title : ________________________________
Signature : _____________________________
Date : ________________________________
Company Stamp: _____________________________

INVOICE DETAILS

Attention Invoice to (HR/Training Dept.): ________________________________
Organization Name: ________________________________
Mailing Address (Compulsory): ________________________________
Postcode: ________________________________

FINANCE DEPARTMENT CONTACT DETAILS

Name : ________________________________
Email : ________________________________
Job Title : ________________________________

METHOD OF PAYMENT (Please tick your preferred option)

[ ] BY CASH
* 50% down payment is required in order to secure the seat.

[ ] BY CREDIT CARD
* 50% down payment is required in order to secure the seat.
* Visa/Master card only. 2% surcharge based on total invoice value.

[ ] BY CHEQUE
* Made payable to IDC Training House Sdn Bhd.
* Cheque payment will only be accepted if received NOT LESS THAN 7 working days before training date. Full prepayment via cheque will only be acknowledged upon clearance by the bank.

[ ] BY BANK TRANSFER
* Seat is confirmed only upon payment received with remittance slip (quoted with invoice number).
* All bank charges to be borne by payer. Please ensure that IDC Training House Sdn Bhd receives the full invoiced amount.

DISCLAIMER

1) IDC Training House Sdn Bhd reserves the right to cancel or make alternative arrangements to the course content, date, trainer, venue & course fee if the needs arise due to unforeseen circumstances.
2) Fee does not include any taxes (withholding or otherwise). In case of any taxes applicable, the client has to ensure that the taxes are paid on top of the investment fee paid for the course. Compliance with the local tax laws is the responsibility of the client.

REGISTRATION & CANCELLATION POLICY

1) Seat is confirmed only upon receiving Registration Form with Proof of Payment. Verbal or written request to reserve seat will not be entertained.
2) Any cancellation/amendment must be received in writing. Otherwise, full course fee will be charged accordingly. Verbal notice alone will not be entertained.
3) For any cancellation received in writing less than seven (7) working days prior to the course date, or no-show, client is liable to pay the full course fee and NO REFUND will be granted. Replacement of delegate to same training session is allowed at no extra charges.
4) For any cancellation received in writing NOT less than seven (7) working days prior to the course date, full refund will be granted, with less RM 150 administrative fee and any related bank or credit card charges.
5) For any postponement received in writing less than seven (7) working days of the training course, client is liable to pay 50% of course fee as a penalty on late notice.

CURRENCY

BANK ACCOUNT DETAILS

Account holder: IDC TRAINING HOUSE SDN BHD

[ ] MYR (Malaysian Ringgit)
Bank: Ambank (M) Berhad
Account No: 091-201-200378-6
Swift No: ARBK MYKLXXX

[ ] USD (United States Dollar)
Bank: OCBC Bank (M) Berhad
Account No: 786-113201-4
Swift No: OCBCMYKLXXX

To REGISTER, please EMAIL this form to info@idc-training.com or FAX to +603-80687720
For more INFO, please call +603-8061 5126 / 8061 8720

* This registration is invalid without signature & company stamp.